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Abstract
This research aims to investigate the Possibility with viability of open-source

Internet of Things (IoT) and edge-compatible equipment in the field of health
monitoring. The focus is on exploring various IoT health monitoring environ-
ments used in e-health applications, taking into account crucial aspects such
as sensor integration, data collection methods, communication protocols, secu-
rity measures, scalability, and regulatory requirements. The research begins
by examining existing IoT health monitoring environments to gain a compre-
hensive understanding of their strengths and limitations. This analysis helps
identify the gaps and challenges that open-source IoT and edge devices can
address in the context of health monitoring. Building upon this groundwork,
a novel IoT-edge-powered deep learning system will be developed specifically
for a targeted health monitoring environment. The system will leverage the
capabilities of IoT devices, integrate various sensors to capture relevant health
data, harness edge computing techniques to process data locally, and utilize
deep learning algorithms for advanced analysis and inference. Special empha-
sis will be placed on optimizing data preprocessing, feature extraction, model
training, and overall system performance. To assess the effectiveness of the
proposed IoT-edge-deep learning environment, A comparison with currently
implemented solutions will be done. Key indicators will be the focus of the
assessment such as precision, accuracy, and efficiency, aiming to highlight the
advantages and improvements offered by the developed system. The results
of this research project are anticipated to make major contributions to the
implementation of IoT and edge computing in health monitoring. By explor-
ing the feasibility of open-source devices, the research will demonstrate their
potential for democratizing access to health monitoring technology. Addition-
ally, the exploration of e-health monitoring environments will provide valu-
able insights into best practices, challenges, and regulatory considerations.
Finally, the introduction of an innovative deep learning system will enhance
health monitoring capabilities, enabling more accurate and timely detection of
health-related conditions. This research holds promise for advancing the field
of health monitoring by combining IoT, edge computing, and deep learning,
ultimately raising the standard of healthcare as a whole services and patient
outcomes.
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1. Introduction

The research aims to conduct a comprehen-
sive investigation into open-source IoT and edge-
compatible devices, with a focus on their feasibil-
ity and potential applications in healthcare. By
thoroughly evaluating these devices, we aim to
assess their technical capabilities, community sup-
port, and potential use cases. This assessment is cru-
cial to ensuring the development of scalable, cost-
effective, and customizable IoT solutions that can
enhance healthcare operations and improve patient
outcomes. To achieve our objectives, we will
undertake an extensive analysis of various open-
source IoT and edge-compatible devices (Salem et
al.). This analysis will delve into their hardware
specifications, examining factors such as process-
ing power, memory capacity, connectivity options,
and energy efficiency. We will assess the com-
patibility of these devices with existing healthcare
infrastructure, including their ability to integrate
with sensors commonly used in healthcare moni-
toring. Another important aspect of our research
is evaluating the software development frameworks
available for open-source IoT devices. This anal-
ysis will consider the availability of development
resources, documentation, and active engagement
within the user community. Understanding the
level of support and ease of development for these
devices is crucial for their successful implementa-
tion in healthcare applications. Components of the
IoT ecosystem (Yempally, S. K. Singh, and Vel-
liangiri). This includes examining their compat-
ibility with cloud platforms, communication pro-
tocols, and data management systems. Assess-
ing the ability of these devices to seamlessly inte-
grate with existing IoT infrastructure will be essen-
tial for the development of cohesive and efficient
healthcare monitoring systems. We will investi-
gate the availability and accessibility of develop-
ment resources and documentation for these open-
source devices. This includes exploring online com-
munities, forums, and repositories where users can
access support, share knowledge, and collaborate
on research. By assessing the level of engage-
ment and the availability of resources, we can gain
insights into the viability and long-term sustainabil-
ity of these devices for healthcare applications. By
conducting a comprehensive analysis of their techni-
cal capabilities, community support, and interoper-

ability, we can make informed decisions regarding
their integration and implementation in real-world
healthcare environments (J et al.). Ultimately, our
findings will contribute to the advancement of IoT-
powered healthcare systems, promoting innovation,
scalability, and cost-effectiveness in the field. The
research focuses on the exploration of IoT health
monitoring environments specifically designed for
e-health applications. With the increasing demand
for remote healthcare services, it is essential to thor-
oughly examine existing monitoring systems and
consider various aspects to enhance their effective-
ness . These aspects include sensor integration,
communication protocols, security considerations,
and scalability. A key purpose of the investigation
is to analyze and evaluate the integration of sensors
within the IoT health monitoring framework. This
involves exploring different types of sensors that can
be utilized for health monitoring purposes, includ-
ing motion detectors, monitoring devices, temper-
ature monitoring, and heart monitors. By under-
standing how these sensors can be effectively inte-
grated into the IoT infrastructure, we can develop
more comprehensive and accurate health monitoring
solutions. Sensor integration plays a crucial role in
capturing relevant data for monitoring and analyzing
health conditions. Different sensors provide valu-
able insights into various physiological parameters,
enabling healthcare professionals to monitor and
analyse clients and help wise judgments to monitor
and analyse clients and help wise judgments about
their care. By evaluating the compatibility, accuracy,
and reliability of different sensors, we can determine
their suitability for integration into IoT health mon-
itoring systems (Dr et al.). Essential for seamless
data transmission. The research will explore vari-
ous communication protocols to ensure efficient and
reliable data exchange between devices and the cen-
tral monitoring system. By evaluating the strengths
and weaknesses of these protocols, we can opti-
mize the communication infrastructure to support
real-time monitoring and decision-making. Secu-
rity considerations are paramount when dealing with
sensitive health data in IoT environments (Thilagam
et al.). The research will examine existing secu-
rity mechanisms and protocols employed in IoT
health monitoring systems. This includes explor-
ing encryption techniques, access control mecha-
nisms, and authentication protocols to safeguard the
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privacy and integrity of health data. By identify-
ing potential vulnerabilities and proposing innova-
tive security solutions, we aim to ensure the confi-
dentiality and protection of patient data within the
IoT ecosystem. Scalability is another critical aspect
that needs to be addressed in IoT health monitoring
environments (Dhruba et al.).

Communication protocols play a critical role in
facilitating seamless data transmission between IoT
devices and the central monitoring system in IoT
health monitoring applications. As part of our
research. We will focus on examining and evalu-
ating various communication protocols used in this
context, including a lightweight and efficient proto-
cols created for systems with little resources, allow-
ing it well-suited for IoT applications. It operates
on sensors can release information on certain topics
using a publication model, and subscribe to receive
relevant information. Low overhead and an asyn-
chronous nature enable efficient data transmission
and real-time updates, making it a popular choice for
IoT health monitoring systems. On the other hand, it
is specifically designed for restricted settings, such
as those with weak energy and limited bandwidth.
A mechanism at the application level. That allows
devices to interact with each other using a restful
approach. Factors such as message overhead, scala-
bility, security, and interoperability will be consid-
ered during the evaluation process. This analysis
will enable us to make informed decisions about the
most suitable protocol(s) based regarding the IoT’s
special needs health monitoring system. Security
considerations are of utmost importance when deal-
ing with sensitive health data in IoT environments.
As part of our research, we will explore the existing
security mechanisms and protocols employed in IoT
health monitoring mechanisms. This includes exam-
ining encryption techniques, access control mech-
anisms, and authentication protocols to protect the
confidentiality of health information transmitted and
stored within the IoT ecosystem. Identifying poten-
tial vulnerabilities and proposing innovative security
solutions will be crucial aspects of our research. We
aim to develop robust security measures that pro-
tect against threats such as unauthorized access, data
breaches, and tampering. By addressing security
concerns, we can establish a trustworthy and secure
IoT health monitoring environment, instilling con-
fidence in patients, healthcare providers, and other

stakeholders involved in the ecosystem (Yadav et
al.). The utilised light detection technique allows for
precise assessment of increasing activity-frequency
noises. Additionally, there has been a ton of research
done on the analysis of both preserved and real-time
ECG monitoring. Techniques for machine learning
were used. The authors discussed how an operating
system such as the iOS pulse monitor system was
created. The researchers in this article employed a
single sensor to determine the average heart rate of
people. An Internet of Things (IoT) gadget was cre-
ated that collects data from users and assesses the
output of a classification model (SVM)-based sys-
tem.

A. Feasibility of Open-Source IoT and Edge-
Compatible Devices:

This focuses on evaluating the feasibility of uti-
lizing open-source IoT and edge-compatible devices
in healthcare monitoring. It involves assessing fac-
tors such as hardware specifications, processing
power, memory capacity, connectivity options, and
energy efficiency. The aim is to determine if these
devices meet the technical requirements necessary
for healthcare applications.

B. Potential Applications in Healthcare:
The emphasis is on exploring the potential appli-

cations of open-source IoT and edge-compatible
devices in healthcare. This involves identify-
ing specific use cases where these devices can
be deployed to enhance healthcare operations and
improve patient outcomes. Examples may include
remote patient monitoring, real-time data analysis,
and personalized treatment plans (Saleem et al.).

C. Compatibility with Existing Healthcare
Infrastructure:

Evaluating the compatibility of open-source IoT
and edge-compatible devices with the existing
healthcare infrastructure It considers factors such as
integration with commonly used sensors in health-
care monitoring, interoperability with cloud plat-
forms, communication protocols, and data manage-
ment systems. The goal is to assess the devices’
ability to seamlessly integrate with the existing
infrastructure for efficient data exchange and collab-
oration (Margarat et al.).

2. Literature review
Data sets have been used to conduct the thorough lit-
erature review. The following is a thorough assess-
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ment of the literature.
The implementation of a cutting-edge IOT and

computer learning-based smart tracking system.
(IoT) addresses challenges in remote patient mon-
itoring, real-time data analysis, and early detec-
tion of health issues. The system utilizes sen-
sor integration, data communication, and process-
ing techniques through IoT technologies proposed
by Malik Bader Alazzam et al. (Alazzam, Alassery,
and Almulihi). Machine learning algorithms are
employed to analyze the collected data and extract
meaningful insights for accurate predictive analytics
and personalized healthcare. The results of previ-
ous studies demonstrate improved patient monitor-
ing, accurate health condition predictions, person-
alized recommendations, and efficient resource uti-
lization. Further research in this field will increase
the capability of developed healthcare monitoring
devices.

The study focuses on addressing the challenges
associated with healthcare monitoring systems that
leverage clouds and the Internet of Things (IoT).
The problem identified is the to manage the huge
amounts of data created by Iot systems, there is a
need for an efficient data mining method.in health-
care settings. The method involves integrating data
preprocessing, feature selection, and machine learn-
ing algorithms to extract valuable insights from the
collected data, as proposed by Rasha M. Abd El-
Aziz et al. (Rasha et al.). The results indicate
that the proposed technique enables accurate health
condition prediction, early detection of anomalies,
and personalized healthcare recommendations. The
adoption of cloud computing facilitates seamless
data storage, processing, and scalability, ensur-
ing the efficient implementation of the IoT-assisted
healthcare monitoring system.

The study on the issue of future Sensor’s data for
the IoT health system is enhancing healthcare mon-
itoring through the integration of RFID technology.
The research focuses on exploring the potential of
RFID sensors for collecting real-time data for vari-
ous healthcare applications. The method involves a
comprehensive review of existing literature, includ-
ing studies on RFID-based healthcare systems and
sensor technologies, as proposed by Ju Xiang et
al. (Xiang et al.). The results highlight the advan-
tages of RFID sensors in terms of their non-intrusive
nature, cost-effectiveness, and ability to track and

monitor patient vital signs, medication adherence,
and asset management. The findings suggest that
RFID sensors hold promise for improving health-
care monitoring, patient safety, and overall opera-
tional efficiency in the healthcare industry.

The problem identified is the need for a robust and
efficient healthcare system that ensures data secu-
rity and privacy while being lightweight and mobile-
friendly. The proposed method, which integrates
IoT and RFID technology to enable seamless com-
munication and data exchange between healthcare
devices and mobile applications, was suggested by
Vankamamidi S. et al. (Vankamamidi et al.). The
system utilizes lightweight security protocols and
using cryptography to protect the integrity and pri-
vacy of critical patient data. Healthcare personnel
may now access patient data in real time respect to
the implementation of IoT with RFID technology.
The lightweight nature of the system ensures com-
patibility with mobile devices, allowing for easy and
convenient healthcare monitoring.

”Using Deep Convolutional neural networks in
Iot Network, Integrated Data Analysis for Malig-
nant Skin Lesions Detection” aims to address the
challenge of accurately diagnosing melanoma skin
lesions, which is a critical task in dermatology.
Traditional diagnostic methods are often subjective
and prone to errors, resulting in misdiagnosis and
delayed treatment. To overcome these limitations,
the method utilizes deep learning techniques inte-
grated into an IoT system to enable intelligent data
analytics for melanoma diagnosis, as proposed by
Shixiang Zhang et al. (Zhang et al.). By lever-
aging a large dataset of skin lesion images, the
deep learning model is trained to accurately classify
lesions as either benign or malignant. The IoT sys-
tem facilitates real-time image acquisition from con-
nected devices, ensuring prompt and remote diagno-
sis. The results demonstrate the efficiency of the
deep learning-based a strategy for obtaining high
precision for diagnosing melanoma skin lesions,
thus significantly improving the efficiency and reli-
ability of the diagnostic process.

Devices for assisting individuals with Parkin-
son’s using the Internet of Things address the
need for specialized care and monitoring for indi-
viduals with Alzheimer’s disease. The methods
employed involve the integration of IoT technolo-
gies, wearable devices, and sensor networks to track
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patients’ activities, monitor vital signs, and pro-
vide real-time assistance, as proposed by Rozita
Jamili Oskouei et al. (Oskouei et al.). The sys-
tem utilizes machine learning algorithms for data
analysis, anomaly detection, and personalized care
recommendations. The results show that the IoT-
based healthcare support system improves patient
safety, enhances caregiver support, and enables
early detection of potential risks or emergencies,
thereby enhancing the overall the standard of living
for those with Parkinson’s and their caregivers.

The research aims to develop a robust and secure
model for IoT healthcare systems by leveraging
an encrypted blockchain framework. The primary
problem addressed is the inherent vulnerability of
healthcare data transmitted through IoT devices,
which can be exposed to security breaches and unau-
thorized access. To effectively address this issue,
the method involves the integration of blockchain
technology and advanced encryption techniques was
proposed by Rubal Jeet et al (Jeet et al.). By utiliz-
ing a decentralized and tamper-resistant blockchain
framework, coupled with robust encryption algo-
rithms, the model ensures the privacy, accuracy, and
accessibility of medical data. The outcome of the
study showcases significant improvements in secu-
rity and privacy for IoT healthcare systems, offering
secure data transmission, storage, and access con-
trol. This advancement fosters enhanced trust, reli-
ability, and protection of sensitive healthcare infor-
mation.

A secure model for an Internet of Things (IoT)
healthcare system implemented within an encrypted
blockchain framework The problem addressed is the
need for data security and privacy in healthcare sys-
tems, especially when dealing with sensitive patient
information. The method, which utilizes blockchain
technology to ensure data integrity, immutability,
and confidentiality through encryption techniques,
was proposed by K. Butchi Raju et al. (Raju et
al.). Smart contracts and decentralized consensus
algorithms are employed to enhance the system’s
security and trustworthiness. The results demon-
strate that the proposed model effectively protects
healthcare data, prevents unauthorized access, and
provides a reliable and secure framework for IoT
healthcare systems.

The problem at hand involves the need for an
efficient and accurate healthcare monitoring solu-

tion that can collect real-time data from biosen-
sors and provide timely analysis for early detec-
tion of health issues. The method involves inte-
grating IoT biosensors into a network and lever-
aging AI algorithms for data analysis and predic-
tion, as proposed by Shadab Khan et al. (Khan et
al.). The system applies processing methods using
deep convolutional neural network or computer
vision the collected data and generate meaningful
insights. The results demonstrate improved health-
care surveillance, early medical condition diagnosis,
and patient-specific advice, leading to more effec-
tive interventions and enhanced overall healthcare
outcomes.

”Healthcare Tracking System for COVID-19 Vic-
tims Based on IoT,” published in Computational
and Mathematical Methods in Medicine, addresses
the problem of effectively monitoring COVID-19
patients remotely. The method utilizes IoT tech-
nology to create a smart wearable device that gath-
ers and assesses patient information in real, includ-
ing vital signs and symptoms related to COVID-19,
as proposed by Mohammad Monirujjaman Khan et
al. (Li et al. Liang et al.). The system integrates
wearable sensors, mobile devices, and cloud com-
puting to enable continuous monitoring and early
detection of health deterioration. The results of the
study demonstrate the effectiveness of the IoT-based
monitoring system in providing timely alerts, facil-
itating remote patient management, and improving
overall healthcare outcomes for COVID-19 patients.

3. Objectives of the Study
The objectives of proposed work are as follows:

1. To study various IoT and edge-compatible
devices that are open source and study their feasi-
bility.

2. To study various IoT health monitoring envi-
ronments for e-health monitoring.

3. To create a novel IoT-edge-powered deep
learning system for a specific health monitoring
environment.

4. To have a comparative analysis of the pro-
posed IoT-edge-deep-learning environment with the
existing system and carry out precision, accuracy,
and efficiency analyses.

4. Methodology
The healthcare monitoring system powered by the
Raspberry Pi, IoT, edge computing, and deep learn-
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ing technologies revolutionizes the field of health-
care by offering real-time data processing, intelli-
gent analysis, and personalized care. The system
serves as a central hub, utilizing the Raspberry Pi
to collect digital data from a wide range of sensors
through an analog-to-digital converter (Bordoloi, V.
Singh, and Sanober). These sensors encompass
devices for measuring vital signs, environmental
conditions, and other health-related parameters that
are relevant to monitoring patient well-being. Once
the data is gathered, it undergoes a series of pre-
processing steps to ensure its quality and suitabil-
ity for deep learning algorithms (Liu et al.). This
preprocessing phase involves filtering out noise or
artifacts that may have been introduced during data
collection. Additionally, the data is normalized to a
consistent scale, enabling meaningful comparisons
across different measurements. Relevant features
are extracted from the raw data, facilitating the iden-
tification of critical patterns and trends. Data aug-
mentation techniques are also applied to enhance
the diversity and robustness of the dataset, ensur-
ing a comprehensive representation of various sce-
narios. The labeled datasets, consisting of input sen-
sor data paired with corresponding health conditions
or events, are then utilized to train the deep learn-
ing models (R. Singh et al. Liang et al.). Through
an iterative process, the models learn the underly-
ing relationships and patterns between the input data
and the associated health outcomes. This learning
process enables the models to make accurate predic-
tions and classifications based on the input sensor
data (Guo et al.).

a) To evaluate the performance of the trained
models, a separate dataset that was not used dur-
ing the training phase is employed. This evaluation
dataset serves as an unbiased measure of the model’s
effectiveness in predicting or classifying health con-
ditions. To test the efficiency, different performance
measures are calculated, including accuracy, relia-
bility, recollection, and speed. model’s capabilities
and provide insights into its performance (Swamy
et al. Kumar et al.). By leveraging the combined
capabilities of IoT, edge computing, and deep learn-
ing, this healthcare monitoring system excels in real-
time data processing and analysis. The system oper-
ates at the edge, near the source of data collection,
reducing latency and enabling faster responses. It
can promptly detect anomalies, identify early signs

of health issues, and deliver timely alerts to health-
care professionals or even directly to the patients
themselves (Makina and Letaifa). This proactive
approach to monitoring allows for early intervention
and improved patient outcomes. Moreover, the sys-
tem enables remote monitoring, alleviating the need
for frequent hospital visits (Shahi et al.). It facili-
tates continuous assessment of patients’ conditions
by healthcare providers from a distance, enhanc-
ing access to healthcare services and improving the
overall patient experience. Remote monitoring also
enables timely interventions, as healthcare profes-
sionals can quickly identify changes in patients’
health statuses and respond accordingly (Li et al.).

Electro-cardiogram (ECG) monitoring: Heart
rate has been recorded and monitored for a very
long time using the ECG, among the most signifi-
cant and common gadgets.measurer of blood pres-
sure: A smart terminal has a capability that uses the
IoT network to pinpoint its user’s exact position. All
information that the sensor acquired is sent to the
internet through the connection module.

5. Features

The ”IoT-Edge deep learning-powered healthcare
monitoring system” incorporates several key fea-
tures to provide comprehensive healthcare monitor-
ing. Here are some of the prominent features of the
system:
• Real-time Vital Sign Monitoring: The system

continuously actual time monitoring of vital indi-
cators including temperature, beating heart, pulse,
breathing rate, and saturation with oxygen rates.
This feature allows for early detection of abnormal-
ities or critical health events.
• Remote Patient Monitoring: The system

enables healthcare providers may keep track on their
patients’ well-being through electronic monitoring
of patients status and receive alerts or notifications if
any parameters exceed predefined thresholds. This
feature facilitates proactive care management and
reduces the need for frequent in-person visits.
• Data Collection and Aggregation: The system

collects and aggregates healthcare data from vari-
ous IoT devices, sensors, and wearables worn or
implanted by patients. It collects a variety of health-
related information, such as health status, levels of
exertion, sleep schedules, and adherence to medica-
tion.
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FIGURE 1. Developing an IoT-Edge Deep Learning Powered Healthcare Monitoring System

• Edge Computing and Local Data Processing:
The system utilizes edge computing capabilities to
process and analyze the collected healthcare data
locally, at or near the point of generation. This fea-
ture reduces latency, ensures real-time data process-
ing, and minimizes reliance on cloud connectivity.
• Deep Learning Algorithms: The system

employs advanced CNNs and RNNs, two deep
learning methods, are used to evaluate the collected
healthcare data. These algorithms can detect pat-
terns, anomalies, and trends in the data, facilitating
accurate and automated health risk assessment.
• Integration with Existing Healthcare Sys-

tems: The system is designed to integrate with
existing healthcare infrastructure, electronic health
record (EHR) systems, and other relevant healthcare
applications. This feature enables seamless data
sharing, interoperability, and collaboration among
healthcare providers and stakeholders.

These features collectively empower the ”IoT-
Edge deep learning-powered healthcare monitoring
system” to provide comprehensive and objective
healthcare monitoring, personalized interventions,
and improved patient outcomes.

6. Conclusion
An Io-Edge deep learning-powered healthcare mon-
itoring system offers tremendous potential for revo-
lutionizing healthcare. By fusing edge computing,
DL, and IoT, techniques, this system can provide
Evaluation and tracking of patients’ health prob-
lems in actual time, leading to improved diagno-

sis, treatment, and overall patient care. One of
the key advantages of an IoT-edge deep learning-
powered healthcare monitoring system is the capac-
ity to gather and analyses significant amounts in
information from different places, including wear-
able devices, medical sensors, and electronic health
records. This data can then be analyzed using
deep learning algorithms, which can extract valu-
able insights and patterns that perhaps human spec-
tators won’t notice. By leveraging this advanced
analytics capability, Improved results for patients
result from healthcare workers being able to make
judgements more quickly and accurately. The use of
edge computing in this system allows for real-time
processing and analysis of information at the net-
work edge close to the data source. This reduces
latency and minimizes the need for sending sen-
sitive patient information to be processed on the
cloud. Consequently, the system can operate effi-
ciently, even in resource-constrained environments,
while ensuring data privacy and security. The ben-
efits of an IoT-edge deep learning-powered health-
care monitoring system extend beyond individual
patient care. It also has the potential to transform
healthcare on a larger scale. By aggregating and
anonymizing data from multiple patients, health-
care providers can gain valuable insights into pop-
ulation health trends, disease outbreaks, and treat-
ment effectiveness. This information can be used
to improve public health interventions and policies,
ultimately leading to better healthcare outcomes for
entire communities. It is important to acknowl-
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edge the challenges and considerations associated
with implementing such a system. Data privacy
and security must be paramount, and strict proto-
cols and safeguards must be in place to protect sen-
sitive patient information. Additionally, ensuring
interoperability and standardization among different
devices and systems is crucial to enabling seamless
data exchange and collaboration.

Data Availability Statement
Temperature monitoring: A Telos Mote embed-
ded temperature probe can determine the body’s
temperature.

Glucose level monitoring: A Telos Mote embed-
ded thermometer can determine the body’s tempera-
ture.

Rehabilitative method: By isolating patients
with different physical or mental illnesses in a
rehabilitation facility, rehabilitation procedures have
been used to help them return to a normal life.

Wheelchair handling: For those who are dis-
abled, operating a wheelchair has advantages.
The sophisticated technology adjusts to the user’s
motions and pulsating sequences.

Mobile H-IoT: This Internet of Things paradigm
combines mobile and IoT capabilities. It offers on-
the-go medical services. Applications for health
and fitness monitor an individual’s vital indicators in
actual time. They additionally offer advice on how
to improve or reduce food and calorie intake.

Immediate healthcare outcomes: the therapy of
skin infections, eye conditions, detection, and other
medical tourism destination uses may be included in
the future.

a) Fall detection using edge technology and
CNN

The image dataset is pre-processed and recog-
nized using the CNN machine learning technique. In
order to process images and carry out both the gen-
erating It uses information from pixels to perform
the recognition and clarification duties available in
NLP. Layers of CNN

Convolutional Layers: For the preliminary pro-
cessing information set, elements from the image
information are collected at this layer. It is the bot-
tom layer of the CNN model. Due to the fact that
pixels in an image are only related to their neigh-
bors, this layer enables you to preserve the relation-
ships between various pixels. This layer’s primary

function is to reduce the size of the image while
maintaining the relationship between pixels. For
instance, we can obtain a 3x3 output after applying
convolution to a 5x5 picture with a 1x1 phase and a
3x3 overlay.

Layering Pools: The overfitting problem is
solved by using a pooling layer. To make the image
smaller and more manageable in terms of comput-
ing, this layer is added after the convolution layer
shows how the max pooling technique works. Here,
we choose the most pixels possible to enlarge the
image with the use of a CNN-based algorithm. The
presented methods and theories show how fall pre-
diction may be managed at the border of the gate-
ways. shows the edge-based method. for sending
data from IoT devices to doctors. The AI service
can accurately forecast a human fall using a Wi-Fi-
enabled device and track the success of job schedul-
ing in human-centric systems. Data is first gathered
and sent in a document with a prospectus-like for-
mat. In this exciting study toward simultaneous deep
learning processing, processed data and output data
enrich one another.

References
Alazzam, Malik Bader, Fawaz Alassery, and Ahmed

Almulihi. “A Novel Smart Healthcare Monitoring
System Using Machine Learning and the Internet
of Things”. Wireless Communications and Mobile
Computing 2021 ().

Bordoloi, Dibyahash, Vijay Singh, and Sumaya
Sanober. “Seyed Mohamed Buhari, Javed Ahmed
Ujjan, Rajasekhar Boddu”. Article ID 8169203
2022 (): 11–11.

Dhruba, Kazi Abdur Rab, et al. “Development of
an IoT-Based Sleep Apnea Monitoring System
for Healthcare Applications”. Computational and
Mathematical Methods in Medicine 2021 (): 16–
16.

Dr, C P, et al. “IOT BASED HEALTHCARE
MONITORING SYSTEMS IN ELECTRONIC
HEALTH RECORD (EHR)”. Journal of clinical
otorhinolaryngology 27 (2023).

Guo, Benzhen, et al. “Smart Healthcare System
Based on Cloud-Internet of Things and Deep
Learning”. Journal of Healthcare Engineering
2021 (2021): 1–10.

International Research Journal on Advanced Science Hub (IRJASH) 202



IoT- Edge Deep Learning EHealth Monitoring System 2023, Vol. 05, Issue 06 June

Jeet, Rubal, et al. “Secure Model for IoT Health-
care System under Encrypted Blockchain Frame-
work”. Security and Communication Networks
2022 (2022): 1–11.

Khan, Shadab, et al. “An Optimized Artificial Intel-
ligence System Using IoT Biosensors Network-
ing for Healthcare Problems”. Computational
Intelligence and Neuroscience 2022 (2022): 1–14.

Kumar, Prabhat &amp; et al. “A blockchain-
orchestrated deep learning approach for secure
data transmission in IoT-enabled healthcare sys-
tem”. Journal of Parallel and Distributed Com-
puting 172 (2023): 69–83.

Li, Junxia &amp; et al. “A Secured Framework
for SDN-Based Edge Computing in IoT-Enabled
Healthcare System”. IEEE Access 8 (2020):
135479–135490.

Liang, Chu, et al. “Deep Learning-Based Construc-
tion and Processing of Multimodal Corpus for
IoT Devices in Mobile Edge Computing”. Com-
putational Intelligence and Neuroscience 2022
(2022): 1–10.

Liu, Bang, et al. “Deep Learning versus Professional
Healthcare Equipment: A Fine-Grained Breath-
ing Rate Monitoring Model”. Mobile Information
Systems 2018 (2018): 1–9.

Makina, Hela and Asma Ben Letaifa. “Bringing
intelligence to Edge/Fog in Internet of Things-
based healthcare applications: Machine learn-
ing/deep learning-based use cases”. International
Journal of Communication Systems 36.9 (2023).

Margarat, G, et al. “Early Diagnosis of Tuberculo-
sis Using Deep Learning Approach for IOT Based
Healthcare Applications”. Computational Intelli-
gence and Neuroscience 2022 ().

Oskouei, Zahra Rozita Jamili, et al. “IoT-Based
Healthcare Support System for Alzheimer’s
Patients”. Wireless Communications and Mobile
Computing 2020 (2020).

Raju, K Butchi, et al. “Smart Heart Disease Pre-
diction System with IoT and Fog Computing
Sectors Enabled by Cascaded Deep Learning
Model”. Computational Intelligence and Neuro-
science 2022 (): 22–22.

Rasha, M Abd, et al. “An Effective Data Science
Technique for IoT-Assisted Healthcare Monitor-
ing System with a Rapid Adoption of Cloud Com-
puting”. Computational Intelligence and Neuro-
science 2022 ().

Saleem, Khizra, et al. “IoT Healthcare: Design of
Smart and Cost-Effective Sleep Quality Monitor-
ing System”. Journal of Sensors 2020 (2020): 1–
17.

Salem, Mahmoud &amp; et al. “Non-Invasive Data
Acquisition and IoT Solution for Human Vital
Signs Monitoring: Applications, Limitations and
Future Prospects”. Sensors 22.17 (2022): 6625–
6625.

Shahi, Aryan &amp; et al. “Application of Deep
Learning in Healthcare”. Lecture Notes in Net-
works and Systems (2023): 131–140.

Singh, Randeep, et al. “Smart Healthcare Sys-
tem with Light-Weighted Blockchain System
and Deep Learning Techniques”. Computational
Intelligence and Neuroscience 2022 (2022): 1–13.

Thilagam, K, et al. “Secure IoT Healthcare Archi-
tecture with Deep Learning-Based Access Con-
trol System”. Journal of Nanomaterials 2022
(2022): 1–8.

Vankamamidi, S, et al. “Secure Lightweight IoT
Integrated RFID Mobile Healthcare System”.
Wireless Communications and Mobile Computing
2020 ().

Xiang, Ju, et al. “Prospective RFID Sensors for the
IoT Healthcare System”. Journal of Sensors 2022
(2022): 1–19.

Yadav, Sangeeta, et al. “A Real-Time Crowd Mon-
itoring and Management System for Social Dis-
tance Classification and Healthcare Using Deep
Learning”. Journal of Healthcare Engineering
2022 (2022): 1–11.

Yempally, Sangeetha &amp; Sanjay Kumar Singh,
and S Velliangiri. “Analytical review on deep
learning and IoT for smart healthcare monitor-
ing system”. International Journal of Intelligent
Unmanned Systems (2022).

203



M Aruna and Dr.V.Baby Shalini 2023, Vol. 05, Issue 06 June

Zhang, Shixiang, et al. “Intelligent Data Analyt-
ics for Diagnosing Melanoma Skin Lesions via
Deep Learning in IoT System”. Mobile Informa-
tion Systems 2021 (2021): 1–12.

© M Aruna et al. 2023 Open
Access. This article is distributed
under the terms of the Creative

Commons Attribution 4.0 International License
(http://creativecommons.org/licenses/by/4.0/),
which permits unrestricted use, distribution, and
reproduction in any medium, provided you give

appropriate credit to the original author(s) and the
source, provide a link to the Creative Commons
license, and indicate if changes were made.

Embargo period: The article has no embargo
period.

To cite this Article: , M Aruna, and Dr.V.Baby
Shalini . “IoT- Edge Deep Learning EHealth Moni-
toring System.” International Research Journal on
Advanced Science Hub 05.06 June (2023): 195–
204. http://dx.doi.org/10.47392/irjash.2023.042

International Research Journal on Advanced Science Hub (IRJASH) 204

http://dx.doi.org/10.47392/irjash.2023.042

	Introduction
	Literature review
	Objectives of the Study
	Methodology
	Features
	Conclusion

